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1, BACKGROUND

11

Purpose

The pelicy aims to support the cbjectives of the District Municlpality to emable the
implementalicn end maintenance of effective systems to identlfy and mitigate the risks that
threaten the atlainment of service delivery and other objectlves, and optimise opportunities

that enhance Institutional performance,

1.2

121

1.2.%

Baclground or risk managament

Government objectives and Risk Management

The concept of risk management Is not new as the basic principles of service dellvery (Batha
pele, 1997} clearly aritculate the need for prudent rlsk mansgement to underpin the
achievement of municipal objectives.

Municipatlties are bound by constitutional mandates Lo provide products or services in the
Interest of the publlic good. As no Institution has the luxury of functloning In a risk-free
environment, the District Munichpatity also encounter risks inherenl in producing and
delivering such goods and services.

stakeholders understand this but expect Municipalities to perform without any unnecessary
exposure to risk. In other words, stekehalders are avefse to value ergsion caused by risks
that cught o be detected and avoided through prudent management actlens.

The Municipal Environment is fraught with unigue challenges, such as fack of capacity,

ngthy decision lead times,

mited resources, competing objectives and Infrastructure
backlogs o mention a few. Such dynamics place an extra risk management burden on the
management of municlpalities,

Risk management |s a management tool that increases an institutions prospect of success
through getting it right the first ime and minimising negative cutcomes, Valuels maximlser
when institutions set clear and realistic objectives, develop appropriate sirategles,
understand the intrinsic risks associated therewith and direct resources towards menaging
such rtsks on the hasis of cost-benefit principles. Within high petforming instituttons, risk
management s a strategic imperative rather than an opticn. ’

What is risk?

There are numearcus definitions of risk, which are Informed principally by the conlext in
which they are appliec.
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A generic definition of risk is as fellows: “a yisk is any threat or event that is currently
occurrlng, or that has a reasonable chance of occurring in the future, which could
endermine the instltution's pursutt of its goals apd objectlves.” .

Rlks manifest as negative impacts on. goals and objeclives or &s missad opportunitizs to
enhance” Institutional performance. , Stalkeholders expeet the Distelct Municipality to

anticipata and manage risks In order to eliminate waste and Inefficiency, reduce shocks and
crises and to continuously Imprave capacity for delivering on thelr tnstitutionatised

mandates.

12,3 Rlslk Management .
Risk managerment forms part of management’s core responsibiiities and Is an integral pert of
the Internal processes of an institution. ttis 8 systematlc process to identlfy, evaluate and
address risks on a contimuous basls before such rlsks can impact negatively on the
institutions service delivery capacily.
When properly exacuted nsk management provides reasonabte, but not absolute assurance,
ifiat the Institution will be successful in achieving its goals and objectlves.

1.2,4 Enterprise Risk Management
Enterprise risk management (ERM) Is the application of risk management throughout the
institution rather than only In selected business areas or disclplines. ERM recognlises that
risks (including opportunliles) are dynamlic, olten ___m::.. jnterdependent and ought not to be
considered and managed In (solation. ERM responds to this challenge by providing a
melhodology for managing Institution-wide rlsks In a comprehensive and integrated way.

1.2.5  Risk nm_..mmn.:._mm
As the risk environment Is so varted and complex it Is useful to group potential events into
risk categorles. By aggregating events horizontally across an institutlon and vertically within
operattonal units, menagement develops an understanding of the interrelationship belween
events, gaining enhanced information as a tasis for rislc assessment.
The maln categories to group Individual risk exposures are as follows:

. T
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Risk type
Intersal

Risk Category

Description .

Human resources

Risks that refate to human rescurces of an institution. These
risks can have an effect on an instituiton’s human capital
ith regard to:

+ Integrity & Honesty; .

* Recruitment;

s Skills & competence;
«  Empioyee wellness;

» Employee relations;

* Retention; and

*  Occupational heaith & safety

Knowledge and
information management

Risks relating to en Institution’s management of knowledge
and information. In Identifying the risks consider the
following aspects relsted to knowledge management:

+  Availability of information;

= Stabilily of the information;
* Integrity ofinformation data;

* Relevance of the information;

» Retention; end Safeguarding

Litigation

fisks that the Insiftution might suffer losses due to litigation

and lawsuits against it. Losses from litigation can possibly

emanate from: ’

s Claims by employees, the public, service providers
and other third partles;

= Faifure by an instifutlon to exercise certain right that
arg to its advantage

Loss \ theft of asseis

Risks that an institutlon might suffer losses due to either
theft or loss of an asset of the institution

aterial

resources

[procurement risk)

Risks relaling to an Institution's material resources, Possible
rspects Lo conslder include:

«  Avallability of materlal;

¢ Costs and means of acquiring \, procuring resources;
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and

*  The wastage of material vesources

Information Technology

The risks relating specifically to the Instisutions IT
objectives, infrastructure requirement, etc,  Possible
considerations could Include ihe following when Identifying
applicable risks:

*  Securfiy concerns,

«  Techrclogy avallabllily (uptime)

« Applicability of IT Infrastructure;

tegration / interface of the systems;,
»  Effectiveness of technology; and

*  CObsolescence of technology

Third party performance

Risks releted to an fnstltution’s dependence on  the
performance of a third party. Risk in this regard could be
that thare is the Fkelihood that a service provider might not
perform according to the service level agreement entered
nto with an institution. Mon-performance could include:

*  Cutright fallure to perform

»  Notrendering the required service In time;
s Motrendering the correct service; and

s Inadequate / poor guality of performance.

Health & Safety

Risks from occupationgl health and safety Issues eg. Injury
on duty; cutbraak of disease within the Institution

Disaster recovery Business
continuity

Risks related lo an institutlon's preparedness or absence |
thereto to disasters that could Impact the normal
functioning of the institutlen e g. natural disasters, act of
terrorism ete. This would fead to the disruption of pracesses
and service delivery and could incude the possibie
disruption of operations at the onset of a crisis to the
resurnption of critical activities. Factors to consider include:
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s Foreign exchange fluctuations; and

o interestrates

Folitcal Environment

Risks emanating from pofitical factors and decisions " that
have an Impact on the istitution’s mandate and operations.
Possihle factors to consider include:

e Polltical unrest;

«  Local, Provincial and Mational elections; and

o Changes in office bearers.

Soctal environment

Risks related to the institubions social  environment.
Possible factors to consider Include!
= Unemployment; and

s Migration of workers

Maturat environment

Risks refating to the Institutton’s natural environment and its
impact on normal eperaticas. Consider factors such as:
¢ Depletion of natural resources;

« Envirenmental degradation;

»  Spillage; and

= Polluticn

Technoiogical environiment

Risks emanating from tha efects of advancemests and |
changes In technology

ive environment

Hisks related to the Insttutlon’s legisiative environment e.g.
changes in legislation, conflicting legislation.

Institulion has to meet, Aspects to consider in this regard
are:

¢ Fallure to monilor or enforce compliance;

s Monitoring and enforcement mechanisms;

e Consequences of non-compliance; and

= Fines and penzalties paid

Fraud and corruption These risks relate to illegat or Improper acls by employees
resulting In a }oss of the Institution’s asseis of rescusceas,

Financial Risks encompasstng the entlre scope of general financial
managament. Patential faclors ta conslder include:

s Cash flow adequacy and management thereof;
= Financial losses;

= ‘Waslelul expenditure;

e Budget allocations;

o financlal stetement integrity;

= Revenue collectlon; and

a  Increasing operaiional expenditura.

Cultural Risks refating to an Institution’s overall culiure and control
environment. The verious factors related to organisalional
culture include:

= Communicaion channels and the effectlveness;
s {Cultural imegration;
s Entrenchment of ethics and values;
o Goal alignment; and ’
¢ Management siyle,
Reputation Faciors that could result in the Larnishing of an institullon’s
I reputation, public perception and image.
External Risk category Pascription )

Economic Environment Risks related to the Institution's econcinic environment.

Factors to consider include:
o Inflaticn;
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2.2

PROCESS FAAMEWOR|K

Intarnal Envirenment

The District Muntcipallty’s internal environment Is the foundation of risk management providing
discipline and structure. The fnternal environment inflrences how strategy and objectives ase
established, institutional activities are structured, and risks are Identified, assessed and acted
upon. It influences the design and functioning of control activities, informatien and
communication mﬁﬁm.ﬂm and monitoring activities,

The Internal environment comprises many elements including an institulion’s ethical values,
competence and development of personnel, management's operating style and how it assigns
authofity and responsibility.

The Internal environment

+  Estabiishes a philosophy regarding risk management. It recognizes thal unexpected as
well as expected events may occur. This includes activities like a
policy, setting of risk appelite and risk tolerance leveis;

isk management

»  Establishes the institution’s risk culture;

= Considers all other aspects of how the institution’s actions may affect its risk culture,
This typtcally includes activitles such as risk management regorting lines.

Qhjactive Settin)

Cblectlves must exist before menagement can Identify events potentlally, affecting their
achlevement. Rlsk management ensures that management has a process in place 1o both set
objectives and align the objectives with the District Municipality's mission / vision [
ocganisationel values and is consistent with the District Municlpality’s risk appetite and
tolerance levels. The setting of these objectives is usually completed during the “Sirategic
planning and budgetary process”.

Rlsglk Idantification

The purpose of completing a risk [dentification exerclse Is ta Identify, discuss and document the
risks facing the institution. Mensgement almost always know what risks the institution Is
exposed to but they do not always formally record such risks, This necessitated the
developmant of risk identification guidelines to ensure that institutions menage risk effectively
and efficiently.
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The risk identification is defined as "the process of determining what, where, when, why and
Low something could happen”. Risk identification Is a defiberate and systematic effort to
understand and document ali of the key risks facing the institution,

The abjective of sk Identification Is to generate a comprehensive fist of risks based on those
events and circumstances that might enhance, prevent, degrade or delay the achievement of
the ohjectives. This list of risks 1s then used to guide the analysls, evaluation, treatment and
monitoring of key rlsks.

Rlisl¢ Assessment

The risk assessment is & systematic process to understand the nature of risk and determine the
level of risk. Tha risk assessment step alms to develop an undersiandlng of the risk. 1t provides
an input to decisions on whether risk response is necessary and the most appropriate and cost-
effectiva risk response strategies.

The main purpose of risk assessment Is to halp management to prlorltise the identified risks.
This enables management to spend more time, effort and resources to manage risks of higher
priority than risks with a lowar priority,

Nisk response strategy

A kay outcoma of the risk Identification and avaluation process 1s & datailed list of all kay risks
including those that require treatment as determined by the overall {evel of the risk against the
Institution’s risk tolerance levels, However, not alf risks will require treatment as some may be
accepted by the Insttutlon and only require cecasional monitoring throughout the perlod.

All key risk identified should be responded to however not ali thiese risk will require treatment,
The risks that fall outside of the institution’s sk tolersnce levels are thase which pose a
stgnificant potential Impact on the shility of the institution to achieve set ohjectives and
therefore require treatment.

The purpese of responding and treating risks is to minimlze or eliminate the potential impact
the risk may pose to the achigvement of set objectives.

Fisk response involves identifying the range of options for responding to risks, assessing these
options and the preparation and Impiementation of response plans.

Risk response may lavolve a cycllcal process of assessing a risk responss, deciding that current

RS w.m\ﬁwpﬁ,swmm_.m not tolerable, generating new risk response/s, and assessing the effect of that
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2.5

Controf aclivities

The inslitution can respond to risk through varlous mechanisms such as avotdance, transfer,
accepting and managing of the risk. When the institution elects to menage the risk, 1t wifl
raquire control activities to support the management of the risk to within tolerable levels.

The risk assessment will have produced a management’s perspactive of the effectiveness of the
ng controls, This would inform management of additional controt Intervenitons required

1=
1o better mansge the risk exposures to an sccepiable level, Management wilt be able to
consider the best controi options from various aliernative control types.

= Management controls

These ensure that the Institutions structure and systems support the policles, plans and
objectives and aperate within laws and regulations;

s Administrative controls

These ensure that policies and objectives are delivered in an efficlent and effective

raanner and that losses are mintmised,
= Accounting conirols

These ensure that resources allocated are accounted for fully and transparently and sre
properly documented.

+ information Technology controls

These controls refate 1o {T sysiems and include access control, controls of system
software programmes, business continuity controls and other controls,

Each control type above can be classified as eitha

+  Preventative controls

These controls are designed to discourage ercors or iregularities frem occurring e.g.
adequate physical security of assets to prevent losses such as theft or damage. If
properly enforced, these controls are usuaily the maost effective type of controls;

* Detectlve controls

These controls are deslgned to find errors or irregularilies after they have occurred e.g
performance of reconciliation procedures to identify ervors,
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2.6

2.7

e Corrective controfs

These controls usually operate together with detectlve controls In crder te correct
identifled ervors or irregularitias.

information and Communication

Relevant Information, properly and timeously communicated te relevant stakeholders, is
essentlal in order to equip such stakeholders to identify, assess and vespond to risks.

This may indude implementing & risk management reporting system, Incident reporiing system
and emergency risk warning system.

Monitoring

Risk management should be regularly monitored — a process that assesses both the presence
and fenctioning of its companents and the quality of thelr performance over tme. Monitoring

can be done In two ways:
o TFhrough ongolng actlvities, or
» Separate evaluations

ensure that risk smanagement continues ic be applled at all levels and across the

This wi
institution,

DRIVERS OF RISK MANAGEMENT

Rislc management benefits the Institution by underpinning and bolstering Institutional

perfarmance through:
s More efficent, reliable and cost effective dellvery of sevices
e More rellable decisions
o Innovation
s Minimised waste and fraud
o Better value for money through more efficient use of resources

o {mproved project and programme management, which provide better outputs and

outcomes.
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3.2

Municipalily and Municipal Entity:

3.3

1312

3.4

341

3.5

3.5.1

e The Municipal Finance Management Act [Act 56 of 2003){MFMA);

' Musnicipal Structures >2._>2 117 of 1998); and

+  Municipal Systems Act {Act 32 of 2000},

Accounting Officer

Sectlon 951{i} of the Muplcipal Finance Management Act (Act 56 of 2003){MFMA]
Section 95 [(i) of the MFMA reguires that;

“The accounting officer of @ munfclzal eatity iIs responsible for managing the finonclal
administration of the entity, and must for this purpose foke off respensible steps to ensure-

{ that the entity has and mointains effective, efficient and tronsparent systems-

(i} of finencial end risk monegement and interne! controf”

Management, Other Parsonnei, Chief Risk Officer, Risk Champions

Section 105 of the Municlpal Finsnce Management Act [Act 56 of 2003) {MFMA)

The extension of general respensibilities in terms of Seclion 105 of the MFMA ta cther
offidlals of munictpal entities Tmpltes thal responsibliity for risk management vests ak all
lavels of management and that It is sot limiled to only the accounting offices and Internal
audit,

lnternal Auditors

Section 165(2} {a}{b}{iv) of the Municipal Finance Management Act (Act 56 of 2003)
{MEFMA)

Section 165(2)(a}, {b)iv) of the MFMA, requlres that;
(2] The Internal audit unit of a Municipality or municipal entity must
{aj prepare a risk based audlt plon end an internal cudit program for each financial vear;

(b} odvise the accounting officer and report ta the audit commiitee on the implementation
on the internal audit plan and matters relating to;
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3.5.2

3.6

risk and risk managemest”

+ )

Section 2110 — Risk Managemant of the International standards for the Professional Practice
of Internal Auditing

. Secttont 2110 — Risk Management of the International standards for the Professlonal Practice

of Internal Auditing states:

“The Internal gudit activity should assist the orgonisation by identlfying and evaluating
significant exposures to risk and contributing to the improvements of risk menegement and
contirol systems

2110 Al - The internol audit activity should monltor and eveluate the effectivaness of the
orgonisation’s risk management system

72001 AZ ~ The internal audit octivity should evoluate risk mx_qau_._ﬂmu relating to the
organlsation’s governance, operations, and Information systems regerding the;

«  Reliabllity and integrity of financlal and operational Information;
« Fffectiveness and efficiency of operations;
»  Sgfeguording of assets;

»  Compliance with laws, regulations, and contracts

2110 €1 — During consufting engegements, internal ouditors should address risk consistent
with the engagement’s objectives and be olert to the exlstence of other
significant risks.

2110 €2 — Internof Auditors shouid incorporate knowledge of risks gained from consuiting
engagements Into the process of identifying and eveluating significant risk
expesures of the orgentsation,” ’

Audit Cominittee

xmﬁwﬁ»}? :hﬁ%ﬂm.mm Saction 166{2)(= )i} of the Municipal m_nmrnm Managemenl Act (Act 56 of 2003} {MFRAA)
STRT gﬁ%m@%@f.ﬁmﬁ:&:; of the MFMA states: :

A “(2) An audit committee is an independent udvisory body which must-
7% MAY 20V \\\\N:
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3.7

(o) advise the municipel councll, the politica offfce-bearers, the accounting officer and the
management stoff of the Municipadity, or the boord of directors, the accounting officer
ond manegement staff of the municipal entity, o motters relating to-

o ({if} Risk management”

Corporate governance guidslines i

Municipalities are encouraged to adhere to the principles espoused in the King Il Report on
corparate Governance {King ill}) given its promotion of an advanced level of Instftutional
conduct. King lil discusses the following risk mansagement principles, which could be of value to
the institutlon: .

4 Introduction and definition of risk management;

= Responsibility for risk management;

= Assimilating risk to the control environment; and
s Application of rIsk mansgement.

Simllarty, the principles of Batha Pele clearly articulate the need for predent rlsk management to
underpin government objectlves, Batho Pele strives to Instii a culture of accountabllity and
caring by public servants. Furiher objectives of Batho Pete include supporting the government’s
governance responsibilittes, improving results through more Informed decislon-making,
strengthening accountability and enhancing stewardship and transparency, all of which resonaie
well with the princlples of risk management.

ENABLERS OF RISK MANAGEMENT

Rislc Managemant Strate

The risk management strategy guides the institution on how to Implement its risk management
policy.

The sirategy should artlculate a high levet plan of action to improve the institutions risk peol
A Risk Management Implementatton Plan infermed by the institutions most recent risk profile
should supplement the risk management strategy.
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4.1.2

Devaloping a risik managamant strategy

There Is one maln output from this particular task. 1t is a document that describes how
ongolng risk managemant will work in the institution.

The rlsk management strategy should conslder the fol lowing five maln elements:

o Structural configuration

- This-element describes how the hstitution wiil be siructured In terms of committeas
and reporting Hines to give effect to the risk management policy

»  Accountabllity, reles and responsi

This element dascribes the authority and delegatlon of responsibllities to give effect
to the rlsk management policy.

« Risk management acitvities

This element includes the risk assessment of whether or not key milestones are
achieved, More importantly It Is aiso monitoring whether the risk management
strategy is producing the sustainable oulcomes as originally envisaged

+  Assurance activities

This element considers all assurance providers avallable to the institutlon and
integration of their scope of respansibility,

The risk management strategy shouid ndlude a risk maneagement implementation plan
the form of & project plan and record the tasks, names of responsible persons and target

dates.

Documenting the risk management Implementation plan alsc overcomes problems with
changes in personnel and is a good way of creating risk awareness and promoting 2 culiure

of risk management.
Devaloping a rislc management Implementation plan

The following steps need to be taken when developlng  the risk managemernt
wmplementation plan: ’

o Determing the risk management activities to ba performed taking inte account the

risk profile and related costs versus the benefits

Pape 14
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4.2.2 Drganisational structure - :

e Resourcing requirements The challenge for the institatlon s to set up appropriate internal structures and delegats

roles and responsibitities In such a way that the Individual congributlons of all rele
players in terms of risk management can converge In a systematic and coordinated
manner. The organisational structure must facilitate efficient repeorling relattonships
and flow of Information between these partles.

This element ammnl_umm, the capacity and competence of personnel and the strategy
to address capacity geps. It also addresses the technofogy and funding
requirements to glve effect to the risk management strategy
» Determine the sequence of activitfes and the target implementation dates 5.2.3 Role players and respensibilitles
The competition for managemant attentlon and resources requires that the
sequence of activities should be founded on the principles of urgency, quick wins
and sustainabliity of imalermented risk mitigetion strategles

ERM is most effective when perforimance expectations are clearly defined,
communlcated and integrated Into performance agreements, and the responsible
persons perform to these expectations.

*  Assign ownership for and cornmunlcate risk management activities . ‘ The people responsible for ERM can be categorised into three distinct categories,

. d cversight,
= Agres on frequency and format of reporting namely impfementers, support and oversigh
4.1.3  Fraud Risk Management Policy and Strategy . 5. IMPLEMENTORS
' . X ting Authority / Cfficer
A Fraud Prevention Plan represents an fmportant component of the Institution’s overall risk 5.3 Accounting Autharlty / Gffic

, management strategy and must be addressad by means of 3 Fraud Risk Management Policy

The Accounting Authorlty / Officer are ultimately responsibie for risk management
and Fraud Risk Management Strategy

within the institution. The Accounting Authority / Officer approve the risk management

. . i or the Institut nd provide leadershlp and guidance for their
4.2 Basic reguirements for effective EAM implementation policy and strategy for the Institution and p P 8
. Implementalion. The Accounting Authartty / Officer are accountable to the Executive
The effectiveness of ERM tn dallvering the beneflts mentioned In paragraph 2.1 Is strongly Authorlty regarding the effectiveness of the risk management process.
“correlated with the investment of the required resources and application of specialist expartise.
. 5.2 Management
tisted below are the required resources:
. Managament owns the risks, thus taking ownership for management of insttutionsl
+  Competent paople; : st ; . :
risks,

+ Information, tools and technology; i
T B Management are accountable to the Accountlng Authority / Officer to Integrate the

. m::a.mnm far R principies of risk management Into thelr daily routines to enhance the achlevement of

thair service delivery objectlives.
These fundamentsl reguiremants are discussed In more detail in the paragraphs below.

5.3 Other parsonnel
4.2.1 Competent parsonnel
. i ) o ﬁﬂmﬁmmmmﬁmﬁ are accountable to line maragement to integrate the principles of risk
ERM is affected by various people, sometimes as members of commitiees, who perform _Ezmﬁ%ﬁu& Eﬂ%ﬁﬂ%%ﬁﬁi routines to enhance the achievement of thelr functional
distinctive roles and undertake specific responsibitities. The Fact that afl peaple invalved ﬁmﬁaw,%w ¥ B0 ﬂw_u W.Mm%mm [t 93515
in the ERM process must be competent, willing and have the necessary capacity to , "
perform such roles cannot be overemphasised as the vast majority of ERM fallures can N w g%@m NQJM T

be atiributed to the faifure of people rather than the fallure of maodality. cTREET .e«.\.\\\\..u
o A A3k 1 3 DORRE 3ifa
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. SUPPGHT

6,1 Chief Risk O

er {CIO)

The CRO provides speclalist expertise In pro ding a comprehensive support service to
ansure systematic, uniform and effective enterprise 15k management. The CRO plays a
vital communication link between operational level management, senior management,
risk management committee and other relevant comrmittees. The CRO is thus the
custodian of the ERM frameworl, the co-ordinator of the risk manzgament throughout
the institution and the institutional adviser on all risk management matters.

6.2 Risk Champlons

A Risk Champion Is usually an & g member of the senior managemest corps within
the institution. Risk Champlons support the risk managemant process in specific
allocated areas or functions.

A Risk Champion has sufficient autherity to drive ERM as requlred by the Institutlons risk
management policy and strategy. A key part of the Risk Champions responsibility

stances where tha risk management efforts are stifled, such as
when Individuals try to block ERM itiatives.

involves escalating

The Risk Champlon also adds value to the risk management process by providing
guidance and support to manage problematic risks and risks of a transversal pature.

7. DVERSIGHT
7.1 Parliamantary Overslght Structures

Parliamentary Oversight Structures are responstble for oversesing the complete spactrum of
governance within an institution, This responsibiflly would therefore also Include an interest in
the effectiveness of the process of risk management within ihe nstitution,

7.2 Auditor-Genera
The auditor-Genaral is responsilile for providing an opinton on:
«  The reasonability c::m finandal statements of the instituilon;
= Compliance with applicable legislation

In addition the Auditor-General is required to highlight weaknesses or defiencies In the
performance reporting of the institution. In providing an cpinion on compliance with legislatlon
the Auditar-General will provide independent assurance on the effectiveness .of the rlsk
management activities of the nstitution.
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7.5

7.6

7.7

CENTRAL

Mational & Provincil Treasury

Natlonal & provingial Treasury have specific duties in terms of the MFMA to monitor and assess
the systems_of ¢isk management In municipal Entities, assist with bullding risk management,
‘tapaclty in EL:_n_.tw_ Entities and to enforce the PFVA {by implementing the speclfic prescripts
thereln gertaining to risk manageiment] In Municlpal Entities.

Audit committee

The Audit Commitiee is responsible for assisting the Accounting Officer in addressing s
oversight reguirements of risk mansgement and evaluating and monitoring the Institutlon's
performance with regards to risk management.

Risk Management Committee

The Risk Management Comumiitee is responsible for oversight of ihe quality, integrity and
rellablility of the Instltulions sisl management processes and risk responses. An Important pert
g Officer to

of the Commiltees mandate is to provide recommendations to the Accoun
continuausly improve the management of specific risks as well as the overall process of risk

management.
Executive Authorlty

The Executive Authority is accountable to Councl in terms of the achievemant of the goals and
objectives of the Instltution. In this context the Executlve Authorlty should talie an Interest in
ERM fo the extent necessary to obtain comfort that properly established and functioning
systems of eisk management are In place to protect the Instltution.

Infernal Auditors

mternal Auditors are responsible for providing independent assurance on the efectiveness of
risk management in the Institution. This Involves providing assurance that atl materla sks have
been identlfied and assessed and that control systems implemented to treat such risks are hoth
adequate and effective

EVALUATION GF ERIVI

Evaluation of the effectiveness of the ERM Is vital Lo ensure that benefits of implementing ERM
are realised. Often ERM initiatives fafl to add value because of the ahsence of pre-determined
goals and targets and/or the lack ofappropriate monltoring.

The velue of risk management is evaluated by measuring performance against pre-set goals,
objectives and key performance Indicators which are aligned to the everall goals and objectives

of tha Institution.
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9, CONTINUQUS IMPROYEMENT

Risk management, like any business activity should be continuously Improved, This means that
the Institution will always strive to move from its current level of risk maturily to a mere mature
level of risk matordty. This maturlty can include improvements in rlsk governance, risk
identification, risk assessment, risk monitoring and risk opitmisation.

10. REVIEW OF RISI( POLICY

The Committee shali review the risk policy and recommend to Coundi for approval any

arnendments that may be required.

i
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